
  

POLICY STATEMENT 133 
IT AND SECURITY OPERATIONS 

 
Monitoring Unit: Information Technology Services   
Initially Issued: July 21, 2023 

 
PURPOSE 

As an institution of higher education, the Louisiana State University A&M Baton Rouge 



IT Asset – 



1. LSUAM shall establish a patch management program to implement 
patches and system updates. 

G. Vulnerability Management 
1. LSUAM shall establish a comprehensive vulnerability management 

program. 
2. LSUAM shall identify, procure, and implement appropriate tools and 

technologies to support vulnerability management programs. 
H. Security Metrics and Reporting 

1. LSUAM shall establish information security reporting requirements, 
metrics, and timelines to monitor effectiveness of the Information Security 
Program. 

STANDARDS 

A. The Threat Management standards are outlined in PS-133-ST-1. 
B. The Incident Response standards are outlined in Standard PS-133-ST-2. 
C. The Change Management standards are outlined in Standard PS-133-ST-3. 
D. The Enterprise Architecture are outlined in Standard PS-133-ST-4. 
E. The Backup Management standards are outlined in Standard PS-133-ST-5. 
F. The Patch Management standards are outlined in Standard PS-133-ST-6. 
G. The Vulnerability Management standards are outlined in Standard PS-133-ST-7. 
H. The Security Metrics and Reporting standards are outlined in Standard PS-133-

ST-8. 

 

EXCEPTIONS AND NON-COMPLIANCE 

• Please refer PS-120-ST-4 for additional information related to exceptions. 
• Please refer PS-120 for additional information related to Policies and Standards 

non-compliance. 

REVISION HISTORY 
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https://lsumail2.sharepoint.com/:b:/s/TeamAcademicAffairsUniversityPolicies-ITPolicyStandards/EVRX_Tr5kcZKrd6rr_C6O6EB7ISvpXqm4jpdCMTatsYM_w?e=5EiYSz
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