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Ad Hoc Faculty Senate IT Committee Meeting 

17 May 2023 
11:00 AM, 1008B Center for Computation and Technology 

 
Minutes of the Meeting 

 

I. Call to Order: Singh called meeting to order at 11 am 
 

II. 
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Woolley, and Chair ad hoc FS IT committee Singh. The agreement states that the committee and 
ITS will work collaboratively going forward till early June and continue in the Fall semester to 
provide feedback on drafts of policies. The policies which are covered till early June, along with 
those uncovered will be submitted to ITGC and OAA to be put on LSU website to fulfill 
SACSCOC reaccreditation. Chair of this committee and ITS representative will sign a memo in early 
June on the status of policies. As the committee completes feedback on remaining policies in future 
those will be updated on the LSU website after the same process as of now, i.e. of passing through 
ITGC and OAA.  

VI. Unfinished Business 

¶ Discussion on IT Policy PS-121 
o Robison moved that Woolley and Jain request internal auditor information which 

contributes to the development of new IT policies.  Del Piero seconded. Motion 
passed by a majority vote. Knapp voted against. 

o Jain, Knapp and Moreno led discussion on usage activity. Definition of usage activity 
as logs added.  

o PS-121-ST2 (E) renamed to Usage Activity and Hosted Content Review. 
o PS-121-ST2 significantly changed to:  

                                                 a.      All usage activities related to the use of the University networks, systems, and 

applications, as well as hosted content on university owned systems and/or provided 

applications (for example, University e-mail, Moodle, University provided storage solutions, 

Workday, etc.) are subject to examination by the University where: 

1. An investigation has been initiated related to a formal accusation of 
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plenty of input from committees involved, there is no need to further distribute 
them to staff at this point. 

o PS-121-ST3(A) changed to  
A. Application permissions and credentials 

1. All users must only access University provided applications they are authorized to access 
and only for the purposes for which the access was intended. 
2. All University applications (for example, Box, Adobe Creative Cloud, 
Workday, etc.) must be configured to utilize University provided Single 
Sign On services where applicable 

 


